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Part 1

# 1.1 Experimental questions

  3. Run the tcpdump on host B. Use the ping command to communicate (an ECHO request and reply sequence) between host A and host B. What do you observe in the tcpdump running on host B?

      Every second, we can observe an incoming ICMP echo request packet from Host A (192.168.0.6) to host B (192.168.0.7), where the tcpdump is captured. At the same time stamp, host B sends an ICMP echo reply to host A. This process is repeated as long as the ping sequence lasts.

5. The gBuilder would have assigned the hosts IP addresses from a sub network. Identify he host and network parts of the IP addresses.

IP address: 192.168.1.XXX

Subnet mask: 255.255.255.0

Network address: 192.168.1.0

Host IPs : 192.168.1.[1-254]

Note the simple procedure used by gBuilderfor address assignment. Using the ifconfig command change the IP address of a host so that it gets a new address from the same network as the other machines. Does this address change disrupt the connectivity (i.e., ability of the hosts to reach one nother) wihn theLAN? What type of connections would be disrupted by the address change?

      Changing host IP within the subnet's host IP range does not disrupt connectivity between computers connected via a Layer 2 device (i.e. Switch). To break connectivity, we need to mess with the network address, in which case, the hosts would need help of a Layer3 device (i.e. router) to communicate with one another by crossing networks.

6. As in the above step change the IP address of a host to a value outside the network used by other hosts in the LAN. For example, if 192.168.2/24 is the network address of the LAN, change the IP address of a host to 192.168.3.12. Can the hosts connect to each other (i.e., send and receive packets). If not, what happens to the sending and receiving? An application such as ping requires both send and receive capabilities. If the address change breaks communication, which one is broken: send, receive, or both?

      Only the sending on Host A is down; host A can’t send the ICMP echo request because it cannot resolve Host B's MAC address by broadcasting an arp on the wire (Host B will not respond)

      On the otherhand, if Host B somehow knew how to reach host A (if it had access to a routing table), it would potentially have the ability to respond to the pings. In this specific case, host A's ability to receive packets from host B is not down, but Host B can’t forward its packets to host A.

7. If the communication is broken, can it be restored without changing the IP address back to old value?

Yes, we could change the subnet masks to include more hosts within a larger subnet.

In this particular example, to connect 192.168.2.x to 192.168.3.12, a subnet mask of /22 or less would suffice to reestablish connectivity.

8. Change the IP address of one of the hosts (e.g., host A) such it is same as one of the other hosts. Suppose host A and host B have same IP addresses, try to reach one of them from host C. Can you reach (i.e., a ping succeed)? If it succeeds, which host did you reach?

      Running tcpdump on both Host A and Host B, we can observe the reception of an arp “who has IP” request, and both hosts responded with their MACs. Host A responded first, followed a few milliseconds later by host B. After the arp check, only host B began responding to the pings. It seems that Host C's MAC table got updates twice; the first time by Host A's arp response, quickly followed by Host B's MAC address overwriting the table. A confirmation of this fact is given by running arp -a on host C and observing host B's MAC address on its lookup table.

9. Suppose host C was reaching host A in the above step. Can force host C to connect to host B?

Yes, we can manually assign static values in host C's arp table by running:

$ arp -s [targer IP] [targt MAC]

Running ping afterwards will reach the targeted MAC.

Note: entering a MAC address not existing on the LAN will make both hosts sharing the same IP receive the ping.

# 1.2 Review Questions

  1. What is the packet routing process in a single IP LAN? Sketch it with all the details. What is the function of the address resolution protocol (ARP)?

Steps in Layer 3 routing:

1. Look at packet's target IP and try to match it with an entry on arp routing table. If there is a match, go to step 4.
2. If there is no match, broadcast an arp “who has IP [x] tell IP [me]” to the entire LAN using the LAN’s broadcast IP address and wait for a response.
	1. Once/if a response arrives, update IP Routing table.
	2. If no response, drop the packet
3. Repeat step 1
4. Forward the packet on the router’s interface according to routing table.

 2. What role does the switch play in routing packets?

The switch forward Layer 2 frames within a LAN, using MAC addresses as targets. One great advantage that a switch has over a hub is that it places every hosts connected to it within its own collision domain, which allows data flow in full duplex mode.

A switch cannot route to devices based on Layer 3 IP addresses. Typically, a switch will build a MAC routing table dynamically by associating the source MAC of incoming frames to the Ethernet port which received that frame. If the destination MAC does not yet appear on the switch’s MAC table, the switch will flood the frame on all of its Ethernet ports except the one on which the frame arrived with the broadcast MAC ff:ff:ff:ff:ff:ff:ff:ff. In upper communication protocols, the target unknown host should reply eventually to the frame, at which point the switch will record its MAC.

  3. Compare hub mode versus bridge mode in the switch. You can toggle between the two modes in the Properties menu of the switch. What are the security implications of hub mode? Does the bridge setting of the switch fix all these issues?

      The main security issues in a hub is that it is only a wire tap and does not perform any kinds of forwarding algorithm on packet; it simply broadcasts received packets on all of its interfaces. A switch actually knows who is where and does intelligent packet forwarding. It can be used as a barrier between hosts to filter communications.

 4. What is the structure of a MAC address?

The first 3 bytes are OUI (Organizationally Unique Identifier) bytes and give information on the hardware Manufacturer.

In this OUI, the 7th bit from the front is set to 0 for uncast address and to 1 for multicast addresses. The 8th bit is set to 0 for globally unique MAC addresses, and set to 1 for locally administered MAC addresses (administered by the OUI).

The last 3 bytes are NIC (Network interface Controller) Specific bytes. They are used a unique identifier for the specific device and offer share a lot of commonality with the PCB's serial number.

 4.1 Can MAC addresses have duplicates?

Theoretically, as long as they are not on the same LAN, 2 devices *could* have the same address and function normally. But in practice, organizations do not assign the same MAC twice to 2 devices, such that every device it produces has a unique NIC filed. And since every organization has its own unique OUI, there *should not* be any 2 devices sharing a MAC out in the world.

 5. How should we assign IP addresses to machines on a LAN? What are the constraints if the LAN is working in isolation (not connected to the Internet)?

The most popular was to assign IP addresses on a LAN is by using a DHCP server that handles any request from newly connected machines. It would also be possible to manually configure IPs on hosts, but it would take some time to configure and wouldn’t be a flexible system.

As far as choosing an IP for a host, they can be any 32 bit number as long as:

* There are no duplicates within a LAN
* Every host on a LAN share the same network address and subnet mask.
* The first IP address on the LAN’s host IP range is reserved (for network address)
* The last IP address on the LAN’s host IP range is reserved (for LAN broadcast address)
* Even though the machines are not yes connected to the internet, it might be good practice to restrain the IP within the range of the reserved IPs of the network class. Not essential, but would save a whole lot of headaches if we are enable WAN connection in the future

Part 2

# 2.1 Experimental questions

 4. The gBuilder would have assigned the hosts IP addresses from sub networks. Identify the host and network parts of the IP addresses.

The default subnet Mask given by GINI is 255.255.255.0, so whenever assigning IPs, the network part of the IP is the first 3 numbers and the host part of the IP is the last number.

IP address: 192.168.1.XXX

Subnet mask: 255.255.255.0

Network address: 192.168.1.0

Host IPs : 192.168.1.[1-254]

How are the sub networks chosen by the gBuilder to handle multiple LANs?

gBiulder assigns the first available Class C reserved IP to subnets (pooled sequentially from 192.168.0.0 – 192.168.255.255), using the standard class C subnet mask 255.255.255.0.

Using the ifconfig command change the IP address of a host so that it gets a new address from the same network as the other machines in its LAN. Does this address change disrupt the connectivity (i.e., ability of the hosts to reach one another) with other machines? What type of connections would be disrupted by the address change?

As long as the new IP is within the same LAN, changing it should only generate a new ARP query when engaging communication, but not damage communication.

 5. As in the above step change the IP address of a host to a value outside the network used by other hosts in the LAN. For example, if 192.168.2/24 is the network address of a LAN, change the IP address of the host to 192.168.3.12. Can the hosts connect to each other (i.e., send and receive packets). If not, what happens to the sending and receiving. An application such as ping requires both send and receive capabilities. If the address change breaks communication, which one is broken: send, receive, or both?

Hosts cannot connect to each other even from within the same LAN.

The attached router doesn't receive any packages since the switch connecting it to the hosts doesn't let them go through. Thus send and receive is broken.

 6. If the communication is broken, can it be restored without changing the IP address back to old value? There may be multiple ways of restoring the communication. Describe the possible ones.

Yes, we can fix it by changing subnet mask to accommodate wider range of IP addresses.

 7. Change the IP address of one of the hosts in a LAN such it is same as one of the other hosts in the LAN. How is the reachability affected? Does it affect outward and inward connectivity, or both? How can you fix this problem? Your solution may not work in GINI due to a limitation of the gRouter.

The Host with changed IP address cannot neither receive nor send packets. Host with original IP can only send packets but not receive.

With the same command from Part 1 we can still fix it if we know MAC addresses of computers we need to reach. But we can reach only one computer at a time.

$ arp -s [targer IP] [targt MAC]

# 2.2 Review Questions

1. What is the packet routing process in a multiple LAN IP network? Sketch it with all the details. How does the address resolution process and routing process interoperate to maintain communication between two stations on different LANs?



 Sending host A – asks router A for his MAC address through arp if it is not already present on its arp table.

 Host A encapsulates packet into a frame with router A’s MAC address and sends it to router A.

 Router A receives frame and extract the packet from it the checks destination IP address. By using its routing table it will get MAC address of the next hop router, encapsulates the packet into a frame and send it to the next hop’s MAC (assuming full Ethernet connected path), and so on, until packet reaches Router B where Host B is attached to.

 Router B then will finally encapsulate it in a frame with MAC address of the Host B and get send to its destination.

2. The IP network route lookup process performs a “longest prefix” matching to choose the route. Does this mechanism allow redundant routes? What are the advantages of using the longest prefix matching scheme? What are the disadvantages?

 Yes it allows some redundancy since 2 paths could potentially be pointing to the same place.

 Advantages is that with longest prefix matching, the router forwards the packet as ‘deeply’ as it can towards its destination, in an effort to skip redundant links.

The disadvantage is that the IP address in the packet’s header doesn’t explicitly carry a subnet mask, therefore the router could be forwarding the packet towards the wrong subnet.

3. Do a traceroute from one station to another station on another LAN. Give a high-level trace of the packets that were generated due to this operation. Include the ARP packets, if there are any, in the discussion.

**As seen in WireShark:**

295 0.000000 fe:fd:02:00:00:01 Broadcast ARP Who has 192.168.1.3? Tell 192.168.1.2

296 0.000000 fe:fd:02:00:00:01 Broadcast ARP Who has 192.168.1.128? Tell 192.168.1.2

297 0.000000 fe:fd:03:01:00:03 fe:fd:02:00:00:01 ARP 192.168.1.128 is at fe:fd:03:01:00:03

**host checks to which router in belongs to, router responds with its MAC address**

299 0.000000 192.168.1.128 192.168.1.2 ICMP Time-to-live exceeded (Time to live exceeded in transit)

**host sends packet that gets killed by router, and ICMP message gets sended to the host with ip of the router which kills it.**

306 0.000000 192.168.4.129 192.168.1.2 ICMP Time-to-live exceeded (Time to live exceeded in transit)

**second router shows himself.**

Redundant packages were avoided, for simplicity.

4. Do an ssh connection from one station to another station. Give a high-level trace of the packets that were generated due to this operation. Do not include any ARP packets in this discussion. Is this any different from the single LAN IP network? Explain your findings.

**As seen in WireShark**

267 0.000000 192.168.1.2 192.168.5.4 SSHv2 Encrypted request packet len=48

105 0.000000 192.168.5.4 192.168.1.2 SSH Server Protocol: SSH-2.0-OpenSSH\_5.0

**client tells router which SSH he wants to use.**

108 0.000000 192.168.1.2 192.168.5.4 SSH Client Protocol: SSH-2.0-OpenSSH\_5.0

**server response**

113 0.000000 192.168.1.2 192.168.5.4 SSHv2 Client: Key Exchange Init

114 0.000000 192.168.5.4 192.168.1.2 SSHv2 Server: Key Exchange Init

**key protocol handshaking**

121 0.000000 192.168.1.2 192.168.5.4 SSHv2 Client: Diffie-Hellman GEX Request

**key exchange**

267 0.000000 192.168.1.2 192.168.5.4 SSHv2 Encrypted request packet len=48

**encrypted messages**

..........................

283 0.000000 192.168.1.2 192.168.5.4 TCP 39210 > ssh [FIN, ACK] Seq=2069 Ack=2493 Win=8976 Len=0 TSV=4294956832 TSER=42949567

**close message**

285 0.000000 192.168.5.4 192.168.1.2 TCP ssh > 39210 [FIN, ACK] Seq=2493 Ack=2070 Win=8960 Len=0 TSV=4294956785 TSER=4294956832

**close message acknowledgement**

There should not be any difference. We could not see any package exchange when ssh session gets initiated between 2 computers on the same LAN.